
Cyber Security for the Tertiary Sector

Awareness Campaign 2023



Why?
• Some organisations are vulnerable because basic 

safeguards are not in place and people don’t know 
enough.

• The purpose of the awareness campaign:
§ To make the whole sector aware of common cyber attacks 

and risks.
§ To provide guidance on security measures and why they 

should be in place.
§ To help manage risk for the organisation, both on its 

premises and off-site.

Cyber attack on NZ’s largest insurer of 
doctors MAS may have exposed members’ 
personal data 
NZ Herald 
16 Dec, 2022 07:44 PM3 mins to read 
SaveShare 

 

MAS insurance released a statement revealing a third-party supplier that provides after hours 
call centre services for the company ”has recently notified us of a breach of their systems 
through a cyber-attack”. Photo / 123RF 

 



Common cyber threats
• Phishing
• Malware

• Ransomware
• Privacy breach
• Identity theft/spoofing

• Financial theft



What will we use?
• TEC website
• Physical collateral 

• Newsletters

• Alerts about cyber threat activity

• Tips and techniques

• Promotion of other agencies’ activities 
and information

CSTS@tec.govt.nz
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Our desired outcome
To ensure TEOs are fully aware of this project and the issues it is trying to 
address. 

The sector’s level of cyber security maturity improves to the point that leaders, 
staff and learners have a better understanding of cyber threats and their impacts, 
and their own responsibilities in maintaining safer cyber environments.

A more cyber-secure tertiary education and training sector and a safer learning 
environment for learners and staff with fewer incidents and events.



Ngāmihi


